
On the morning of May 18, 2023, Community School of Naples (“CSN”) detected and stopped a 

ransomware attack in which an unauthorized third party accessed some of its systems. CSN 

immediately engaged third-party forensic specialists to assist it with securing the network 

environment and investigating the extent of any unauthorized activity. The forensic investigation 

subsequently determined that an unauthorized third party may have accessed files containing 

student data. Extensive data mining efforts were required to identify any potentially compromised 

personal data. Data mining and the identification of impacted individuals was completed on 

August 3, 2023.   

 

CSN found no evidence that personal information had been specifically misused; however, it is 

possible that the following information for current and former students, employees, parents, and 

donors was potentially compromised: fist name, last name, Social Security number, date of birth, 

driver's license number or state-issued identification number, passport number, and medical 

information.  Notably, the types of information affected were different for each individual, and not 

every individual had all the above listed elements exposed.  

 

As of this writing, CSN is unaware of any misuse of personal information.  


