
Appendix 
 

SEACOR identified unusual activity in its network. SEACOR immediately implemented 
its incident response plan, took steps to contain the activity, and launched an investigation. A 
cybersecurity firm that has assisted other companies in similar situations was engaged.  

 
On October 11, 2022, SEACOR determined that an unauthorized actor accessed certain 

folders on SEACOR’s servers and viewed or obtained files in those folders. That activity occurred 
between August 31, 2022, and September 3, 2022. Because the evidence did not show which 
specific files were viewed or obtained, SEACOR conducted a careful review of the files in those 
folders and, on November 28, 2022, determined that they contained the names and Social Security 
numbers of five Maine residents.   

 
On January 12, 2023, SEACOR will mail notification letters to the Maine residents in 

accordance with Maine Rev. Stat. Ann. Tit.  10 M.R.S.A. § 1348 via United States First-Class 
mail. A copy of the notification letter is enclosed. SEACOR is offering the Maine residents a 
complimentary one-year membership to credit monitoring and identity theft protection services. In 
addition, a dedicated, toll-free call center has been established that individuals can call to obtain 
more information regarding the incident.  
 

To help prevent this type of incident from happening again, SEACOR completed 
implementation of an enhanced security tool and will look for additional opportunities to 
strengthen its existing security measures.  

 

 
 

 
 
 


