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APPENDIX 
 
We are writing on behalf of our client, Fulton Bank, to notify your office of a cybersecurity 
incident that involved Overby-Seawell Company. 
 
Overby-Seawell Company, or OSC, provides property insurance validation for banks and other 
lenders, including Fulton Bank.  On July 5, 2022, OSC discovered suspicious activity on certain 
computer systems. They immediately launched an investigation with the assistance of third-party 
forensic specialists to determine the nature and scope of the activity. OSC’s investigation 
determined that there was unauthorized access to specific OSC servers beginning on May 26, 2022. 
On July 11, 2022, OSC learned that certain information was stolen from OSC’s network, and they 
undertook a review of the impacted files and later determined that those files contained certain 
information related to Fulton Bank customers.   
 
This incident did not involve Fulton Bank’s business systems, nor were they impacted by the event 
at OSC. 
 
Fulton Bank was formally notified by OSC of the incident on August 11, 2022. On August 25, 
2022, Fulton Bank’s analysis of the data determined that the incident involved information for 
13,185 Maine residents.  
 
OSC is mailing notification letters via First Class mail to these customers on August 30, 2022. 
OSC is offering impacted individuals a complimentary, two-year membership to credit monitoring 
and identity theft protection services and will operate a toll-free call center that individuals can 
call to obtain more information regarding the incident. A copy of the notification letter is attached. 


